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Abstract of the contribution: This contribution provides a report of SA2 Rel-19 FS_XRM_Ph2 KI#7 discussion.

1. Description of Key Issue#7

The followings are described in TR 23.700-70 v0.4.0.
	5.7
Key Issue #7: Support for PDU Set in non-3GPP access.

5.7.1
Description

Support for PDU Set mechanisms are specified in TS 23.501 [2] clause 5.37.5. 5G system supports PDU Set based QoS handling in NG-RAN with the PSA UPF identifying PDUs that belong to PDU Sets based on Protocol Description for PDU Set identification and providing PDU Set Information to the RAN in the GTP-U header. Rel-18 5GS support for PDU Set based handling is limited to NG-RAN access. However, the interaction between the application and 5GS via non-3GPP access is also necessary to enhance efficiency and promote user experience. The user may be serviced by the 5GC via non-3GPP accesses such as trusted, untrusted, or wireline access, such as a device behind RG.

The objective of this Key Issue is to support PDU set based QoS Handling to non-3GPP access networks and the potential impacts of such extension on the non-3GPP access-specific intermediate nodes.

The following aspects should be studied:

-
How PDU Set QoS Control mechanisms can be extended to non-3GPP access networks:

-
Support PDU set QoS in untrusted/trusted access (e.g. N3IWF, TNGF).

-
Support PDU set QoS in wireline access (e.g. W-AGF).

NOTE:
It is limited to re-using existing control plane and user plane between 5GC and non-3GPP access networks. Additional parameters are not precluded to support non-3GPP nodes. Assumptions on W-AGF functionality are to be verified with BBF and CableLabs.


2. Alternative Solutions for KI#7

Currently only Solution#18 describes the Alternative Solutions for KI#7.
Solution #18: PDU Set handling in wireline/wireless non-3GPP access

6.18.2
Description

6.18.2.1
General

6.18.2.2
Supporting PDU Set based QoS handling in non-3GPP access nodes

6.18.3
Procedures

6.18.4
Impacts on services, entities and interfaces

3. Summary on KI#7 view

1. Companies providing feedback: 12
2. Companies planning to submit a new solution: 0, solution update paper may be submitted
3. Based on Sol#18 (only captured in the current TR 23.700-70), companies’ feedback summarized as follows:
A. Companies supports Sol#18:

i. Nokia

ii. InteDigital

iii. Qualcomm

iv. Tencent, Tencent Cloud

v. Intedigital

vi. Charters

vii. CableLabs

viii. Huawei (generally supportive)

B. Companies with no strong opinion

i. MediaTek

ii. China Telecom

4. Other Comments 

A. 1 company (vivo) propose to clarify options and concerns UE/RG impact

B. 2 companies (Lenovo & InterDigital) propose to leverage PDU Set QoS information for DSCP marking over IPsec Child SA

5. Preferred principles summarized from companies’ inputs

a. PDU set based QoS handling is enabled for wireline and untrusted/trusted non-3GPP access with R18 signaling procedure as basis

· For wireline access, PDU Set based QoS handling should be supported in the wireline nodes through the W-AGF (for DL) and the 5G-RG (for UL).  The W-AGF performs mapping of PDU Set-enabled QoS profile to corresponding W-UP resources.

· For untrusted/trusted access, PDU Set based QoS handling should be supported in the non-3GPP access through the N3IWF/TNGF (for DL) and the UE (for UL).  The N3IWF/TNGF performs mapping of PDU Set-enabled QoS profile to access resources.

4. Way forward proposal for KI#7

Proposal 1: To discuss and agree the following principles, based on TR content and also solution update paper submitted

· PDU set based QoS handling is enabled for wireline and untrusted/trusted non-3GPP access with R18 signaling procedure as basis

· For wireline access, PDU Set based QoS handling should be supported in the wireline nodes through the W-AGF (for DL) and the 5G-RG (for UL).  The W-AGF performs mapping of PDU Set-enabled QoS profile to corresponding W-UP resources.

· For untrusted/trusted access, PDU Set based QoS handling should be supported in the non-3GPP access through the N3IWF/TNGF (for DL) and the UE (for UL).  The N3IWF/TNGF performs mapping of PDU Set-enabled QoS profile to access resources.

Proposal 2: To discuss the following issues and check if agreeable
· whether to support leverage PDU Set QoS information for DSCP marking over IPsec Child SA?

· UE/RG impacts aspect?

Annex. Companies’ view for KI#7

The following views were extracted from https://www.3gpp.org/ftp/tsg_sa/WG2_Arch/TSGS2_162_Changsha_2024-04/INBOX/DRAFTS/R19%20FS_XRM_Ph2
KI#7

	(7): Support for PDU Set in non-3GPP access (Sol #18)
	[Nokia] Support Solution #18.
[MediaTek] No strong views.

[InterDigital] Support Solution #18.

[Qualcomm] We can be ok to support Solution 18.

[Charter] Support Solution #18.

[CableLabs] Support Sol #18

[China Telecom] No strong views.

	Do you plan to submit a new solution for this KI?
	[Nokia] - No.

[Tencent] No

[InterDigital] - No
[Qualcomm] No

[Charter] has no plan of submitting a new solution for this KI.

[CableLabs] No, only solution updates

[China Telecom] No

[OPPO] No

[Samsung] No

	What is your preferred conclusion (e.g. solution#, agreeable principles) for this KI?
	[Nokia] Solution #18

[Tencent]Solution#18 looks fine to us and we suggest to work further on it during April meeting e.g. see if any updates are needed.  Pre-evaluation and interim concusion can also be made in this meeting if no new solutions submitted for “beauty contest”.

[Lenovo] The standard impacts of PDU set based handling for NG-RAN can be reused for non-3GPP. Besides, leverage PDU Set QoS information for DSCP marking over IPsec Child SA should also be considered for the untrusted/trusted non-3GPP access.

[InterDigital] Solution #18, we agree with Lenovo that it would be good to leverage PDU Set QoS information for DSCP marking over IPsec Child SA should also be considered for the untrusted/trusted non-3GPP access

[Qualcomm] We are ok with solution 18.

[Charter] preferred conclusion:

· Mapping of PDU Set-enabled QoS profile to corresponding access resources.

· Supporting PDU Set based QoS handling.
· Supporting utilizing Protocol Description sent by SMF for PDU Set identification (i.e., in the scenarios when SMF sends over N1 to 5G-RG as illustrated in clause 6.18.3).
[CableLabs] For wireline access, PDU Set based QoS handling should be supported in the wireline nodes through the W-AGF (for DL) and the 5G-RG (for UL). For untrusted/trusted access, PDU Set based QoS handling should be supported in the non-3GPP access through the N3IWF/TNGF (for DL) and the UE (for UL).

[Huawei]: Generally supportive on non-3GPP supporting, but solution should reuse the existing R18 signalling procedure to enable the PDU Set based handling.

[vivo] Separate different options before conclusion, so far it is not clear in the solution 

Agreeable principle:

· No UE impact in wireless

· No RG Impact in wireline
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